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1. INTRODUCTION

The information system "Registry of Holders (Owners) of Personal Data
Arrays" (hereinafter referred to as the "Registry”) allows you to keep records of
public authorities, local governments and legal entities that are empowered to
determine the purposes, categories of personal data and control the collection,
storage, processing and use personal data.

Registration in the Registry consists of completing three stages:

1. Data of the Holder of personal data;
2. Information about arrays of personal data;
3. List of personal data.

To automatically obtain up-to-date data on the Holders, the service
"Electronic database of legal entities, branches (representative offices)" of the
Ministry of Justice of the Kyrgyz Republic is used, which reduces the time of
registration in the Registry. The registry is also integrated with the Unified System
of Identification (hereinafter referred to as the USI) in accordance with the Law of
the Kyrgyz Republic “On Electronic Governance”. Authorization in the Registry
requires a cloud-based electronic signature (hereinafter referred to as CES) of a legal
entity.

This document is a user's guide at the "Holder™" level for working in the
Registry.

Screenshots are made on the example of filling by the State Agency for the
Protection of Personal Data under the Cabinet of Ministers of the Kyrgyz Republic.

The guide is aimed at public authorities, local governments and legal entities
that can use the guide as a teaching aid in order to fill out the Registry for registration
as Holders (Owners) of personal data arrays.

To use the software, it is enough to have a computer with any operating
system (Windows, Linux, MacOS), Google Chrome and Mozilla Firefox browsers
(not older than version 97).

The Registry can be accessed through the website (Fig. 1) of the State
Agency for the Protection of Personal Data under the Cabinet of Ministers of the
Kyrgyz Republic - https://dpa.gov.ka.



https://dpa.gov.kg/
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Picture 1. Agency website

2. DESCRIPTION OF THE REGISTRY INTERFACE

Registry Interface

The registry consists of the following sections:
* Language selection;

» About the Agency;

« Connect with us;

* Button "Home";

» Normative legal acts;

* List of registered Holders.

The registry is available in three languages: Kyrgyz, Russian and English for
the convenience of users.

The section "About the Agency" contains information about the State
Agency for the Protection of Personal Data under the Cabinet of Ministers of the
Kyrgyz Republic.

The "Contact Us" button contains a feedback form with the State Agency for
the Protection of Personal Data under the Cabinet of Ministers of the Kyrgyz
Republic.

The Home button is used to navigate to the main page.

The section "Regulatory legal acts” contains a package of necessary
documents in the field of personal information, which are guided by the State
Agency for the Protection of Personal Data under the Cabinet of Ministers of the
Kyrgyz Republic, as well as state authorities, local governments and legal entities.
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List of registered Holders indicating the taxpayer identification number of
the organization, name, registration date and action button.

Unauthorized users have access to information about the registered Holders
(owners) of personal data arrays in viewing mode.

2. Authorization in the Registry through the Unified Identification System

For authorization in the Registry, you must click on the "Login" button in the
upper right corner (Fig. 2):

® 06 arentcTBe 9 CBA3aTLCA CHamMu 25 Boin

,/:\\ {HOE areHTC I
T ¢ 1ar X AHHbIX MmasHaa HIMA

[ocynapcTBeHHOE areHTCTBO Mo 3aluTe NnepcoHaribHbIX AaHHbIX

Mo NHH HawmeHosaHnue [ara peructpayum

[Oara
peructpaumu . [leicTeua

# WHH HaumeHosanue

Picture 3. Button “Log in”

After clicking on "Login", the USI authorization page will open and you

must enter the personal identification number to which the organization's CEO is
linked (Fig. 3).



Bxopa B EauHyto cucteMy naeHtudukauum (ECH)

ONeKTpPoHHas NoAnuch ID-kapTa

MepcoHanbHbIi HoMep

14-3HaYHbIA HOMED yKa3bIBAeTCA Ha ID-KapTe rpaxaaHnHa
Kbiprotacko# Pecnybnmkun

HeT yueTHoWM 3anucu? Y3HanTe, Kak
3aperncTpupoBaThCs

Haxas Ha KHOMKY «[lanee», Bbl COrnawaeTech, 4To
npo4YnTanu u cornacHbl Monb3oBaTeNnbCKUM

cornalwexnuem v NMonuTukon KOHCDH,QGHU.HaﬂbHOCTM

Picture 3. Unified identification system

After entering a personal identification number of a citizen (hereinafter -
PIN), a check will be made for the presence of the entered PIN in the USI database.
If the user is detected, a field for entering a static password from the USI will open

(Fig. 4).

Bxop B EauHyto cuctemy ngeHtudukaumm (ECH)

SNeKTPoHHan NoANUCH ID-kapTa

BeeauTte naponb X

[MepcoHanbHbI HOMEpP

14-3HaYHDIA HOMEP YKa3biBaeTCA Ha ID-KapTe rpaxaannHa
Kbiproiackos PecriyOnnkum

[Maponb

3abbinu MNaponb?

Picture 4 USI password entry field



If you successfully enter the password from the USI, a page will open with
a choice of the method of the second authorization factor (Fig. 5), where you need
to select the CES of your organization.

I'Ipocraﬁ 3NeKTPOHHan NoANUCH

MpeHTudukauyus ECU

O6nayHan ANEeKTPOHHaA NOANUCH

duanyeckoe NULO: K*rririxgg Axixgr prikkitikyy
Cpok gercTeus ceprugmkara: 2022.10.21

Opuanyeckoe NULL: Mckadrinckg ik " iy ™ rky
M*C n*un M*P (UHH = Q****rxxx(()29)

17 CeDTUD

CepTHguKaT 3a6/10KHPOBaH. [11A BOMOAHHTE/IbHbIX CBEAEHHI WM Pa3B/IOKHPOBKY
obpaTuTech 8 Grmxanunit LIOH unm no KopoTkomy Homepy 119

IOpMANYECKOE NULO: Mk gidkiakg g giiike
nm**ﬁ*x Aﬁﬂx (MHH = 0*****x*k*0023)
Cpok gevicTens ceprudmkara: 2023.04.30

Picture 5. The second factor of USI authorization

After clicking on the button with the hidden name of your organization, a
pop-up menu will open with a choice of a method for obtaining a one-time password
(Fig. 6), where you must select "Get verification code via Email”.

O6nayHan ANEeKTPOHHaA NOANUCH

DUINYECKOE NULLD: K****kxgp Adkkkkgy Bk y
Cpok gevicTensa cepTugunkara: 2022.10.21

Opuanyeckoe NUUO: Msacnackg pikaaarkg "y " iy
M*C n*u M*P (MHH = Qs 0029)

X A 1 CEPTUPHKATS,

CepruguKaT 3a6/10KMPOBaH. [1NA LOMONHATENbHDIX CBEREHNIH MK Pa30IOKMPOBKM
obpatutecs 8 Gnamxaniumi LJOH nan no KopoTkoMmy Homepy 119

OpuanyecKoe NULo: Mikkiaaaarkg gidkaaakg no ghidke
Cpok gesicTensa ceprudukara: 2023.04.30

@ [Mony4ynTb NPOBEPOYHbIN KO Yyepe3 Email

@ MonyunTb NpoBepoYHbIN KoA Yepe3 SMS

Picture 6. Selecting a method for obtaining a one-time password from

After clicking on the "Get verification code via Email” button, a page will
open with a field for entering a one-time 6-digit password from the CES (Fig. 7),



which will be sent to the email address you specified when registering the cloud
electronic signature.

Mbl OTNpaBUIKU NPOBEPOYHbIN KO Ha
Bally nouTy. [1na BXoAa BBEAWUTE €ro B
nosne CHUa3Y.

[MpoBepoYHLIN KOA

Picture 7. Field for entering a one-time password from CES

If you entered the correct 6-digit one-time password from the CES of your
organization, authorization in the Registry will be successful.

3. 3. COMPLETING THE REGISTRY
1. Data of the Personal Data Holder - Stage |

After successful authorization, the registration form in the Registry will
immediately open.

Important! Further, all fields marked with an asterisk (*) are mandatory.

« The field "TIN of the organization™ is filled in automatically from the CES of
your organization. Due to the fact that the Register is integrated with the
service "Electronic database of legal entities, branches (representative
offices)" of the Ministry of Justice of the Kyrgyz Republic, the corresponding
fields are automatically filled in to simplify the registration procedure. The
following fields come automatically from the database of the Ministry of
Justice:

» Name of holder;

* Holder's address (legal);

* Actual address of the holder;

*Type of ownership;

* Subordination;

Full name of the head;

« common identification code of enterprises, organizations and individual
entrepreneurs code;

* Email address;



*Phone/fax.

[Mona oTMeyeHHbIe 3B8e3404KoN (*) obAsaTentHbl ANA 3anonHeHna

WHH opranuzaymmn* 01001202210023
HaumeHosaHue YupexaeHnue "ocyaapCTBeHHOE areHTCTBO Mo 3alyuTe
Aepxarena* nepcoHanbHbIX AaHHbIX Npy Kabuhete MUHUCTPOB Kbiprbiackown
Apnpec pepxarena* Obnacte* lopoa / Ceno*
BULLKEK OKTABPbLCKUI PAVIOH
Paiion* Ynuua, Ne k8. *
OKTABPBHCKMIA PAVIOH yn. TokToHanuesa 96

Picture 8. Data of the personal data holder-1

However, not all available fields are filled in automatically due to the lack
of some data in the electronic database of the Ministry of Justice of the Kyrgyz
Republic. Therefore, the blank fields must be filled in manually.

DaKTUHECKUIN aapec Obnacto* lopoa / Ceno*
nepxarena¥* = =
BULIKEK NEHWHCKUUX PAUOH
Paiton* Ynuuya, Ne ks.*
NEHUHCKUA PANIOH npocnekT Yyn 265a
Popma cobCcTBEHHOCTU* locynapcrTBeHHan

MoguuHeHHOCTL* 2 <

Picture 9. Data of the holder of personal data-2

Pay attention to the fields "Actual address of the holder": if necessary, they
must be updated, since the legal address does not always coincide with the address
of the actual location of the organization.



®.N.0. pykosogutena*

Email / ®akc / Koa
OKMo*

KyTtHaeea Hypus AcoinbekoBHa

3neKTpoHHLIN agpec (Ans obpaTtHoN CBA3N)*
info@dpa.gov kg

®akc / Tenedon* Kog OKIMO*
0771557772 31296230

Picture 10. Data of the holder of personal data-3

The last section to fill in the first stage of the registration form is “The person

directly responsible for working with personal data” (Fig. 11), the fields of which
are completely filled in by the holder manually.

JInyo, HenocpeaCTBEeHHO OTBETCTBEHHOE 3a paboTy C NepcoHanbHbIMKU
AaHHbiMK (B cooTBeTCTBUM C TpebosaHuamu MNoctaHosneHus MNpasuTenbcTea
Kbipreiackon Pecnyonukn «O0 yTeepxaenun TpebosaHuit K obecnedennio
Oe30nacHOCTH U 3almMTe NepCoHanbHbIX AaHHLIX NpU ux obpaboTke B
WHPOPMAUMOHHDBIX CUCTEMaX NepCoHaNbHbIX AadHHbIX, UCNONHEHUE KOTOPbIX

obecneunsaeT ycraHosne

HHbIE ypOB
7 roga Ne 760

MLLEHHOCTU NEPCOHANbHbBIX

AaHHbIX» oT 21 HoAbpa 201 HEeoOX0ANMO Ha3HA4YUTL

OTBETCTBEHHOIO Nuua 3a obecneyexHne Be3onacHoCcTH nepcoHanbHbiX AaHHbIX)
N0

JKymanasap yyny Hyptunexk
Emai TenedoH

zhumanazarov@dpa.gov.kg 0505111222

CRNEAYIOUMIA 3TAM >

Picture 11. Data of the holder of personal data-4

Here you must specify the full name and contact details (phone number,

email) of the employee responsible for working with personal data in your
organization.

After filling in all the fields, you must click on the "Next stage" button, after

which you will proceed to the second stage of registration.

2.

in with a semicolon (;).

Information about arrays of personal data - 11 stage

At the second stage, arrays of personal data held by your organization are
indicated. It can be both arrays on paper (hard) media and information
systems.

Important! All fields where you need to enter data manually must be filled



Information about arrays of personal data consists of the following sections:
e Name of the array of personal data;
Term and condition for termination of personal data processing;
Recipients or categories of recipients to whom data may be transferred;
Alleged cross-border transfer of personal data;
The procedure for informing subjects about the collection and possible
transfer of their personal data;
Measures to ensure the safety and confidentiality of personal data;
e Data Processor

Important! Some sections are made in the form of check-boxes, where it is
necessary to tick off the corresponding items. If the list does not contain
the items you need, you must manually enter the data in the "'Other** fields
of all relevant sections separated by a semicolon (;).

[Nona oTMeuyeHHbIe 3Be304Kon (*) obBa3aTensHbLl ANA 3anonHeHna

HaumeHoBaHue NUYHbIE Aena COTPYAHUKOB, AOKYMEHTbl (hopMuUpyeMblie npu

maccuea NPOXOKAEHUWN KOHKYpCa ANA 3a4UCNeHnA B pe3eps kaapos

nepcoHanbHbIX AaHHbIX* [OKYMEHTbI NPeACTaBneHHble ANA HarpaxXaeHua BeoMCTBEHHON
Harpagow; BeAOMOCTb ANA HaYUCNeHUA 3apnnarbl

CpoK unu ycnosue ocBobOKAEHUE OT 3aHUMaeMOn AOTKHOCTU /UMK YBONMbHEHUA C
npekpawieHma paboTsl; 3 rona npebbiBaHnA B pesepee kaapos

obpaboTku

nepcoHanbHbIX JaHH\:lX*

Monyuarenu unm YneHbl pabounx rpynn, KOMUccun cozgaBaemMble (0bpa3oBaHHbIN)
Kareropum rocyaapCTBEeHHbIM OPraHoM; rocyaapCTBEHHbIe U MyHULMNansHble
nony4arenen, KoTopbim opraHbl Kelprbickoin Pecnybnuku

MOTyT NnepeaasarbCca
AaHHble¥*

Picture 12. Information about arrays of personal data-1

1. Name of the array of personal data

This section indicates the names of all arrays of personal data (Fig. 12), the
Holder of which is your organization. These can be arrays both on hard (paper)
media (personal files of employees or file cabinets), and various information systems
owned by your organization.

2. Term or condition for termination of personal data processing

This section indicates the terms or certain conditions for terminating the
processing of personal data (Fig. 12). For example, for state and municipal
authorities, this is the dismissal or dismissal of an employee, as well as the
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expiration of 3 years of storage of data of applicants who have submitted
documents for a competition for enrollment in the personnel reserve in
accordance with the law. For commercial organizations, the term or condition
for the termination of processing may serve as the end of the period for the
provision of the services.

3. Recipients or categories of recipients to whom data may be
communicated

This section indicates the recipients to whom personal data stored by
the Holders can be transferred (Fig. 12). For state and municipal
authorities, this may be, for example, members of various commissions,
committees, which, according to the order, can consider documents of
employees or contestants. For commercial organizations, these may be
counterparties whose services they provide through their platforms.
Also among the recipients may be state or municipal bodies that have
certain state functions, such as tax and social contributions..

Mpeanonaraeman Ja © Her
TpaHcrpaHuyHas

nepegaya

NepcoHanbHbiX AaHHbIX¥*

Mopsaok 8 MucomenHoe ysenomnerue
MH(OPMUPOBAHUA yw-ysegoMnexHme
cybbekToB 0 coope u CMC

BO3MOXHOW nepefaye TenedoH

MX NEPCOHANbHBIX

AaHHbIX*

Picture 13. Information about arrays of personal data-2

4.  Alleged cross-border transfer of personal data

In this section, you must indicate whether your organization transfers
personal data abroad (Fig. 13), to other countries. If you are planning a cross-border
data transfer, you must select "Yes" and indicate in the appropriate fields the country,
the name of the "third party" and the details of the document on the basis of which
you are transferring. These can be contracts, agreements, etc.

5. The procedure for informing subjects about the collection and possible
transfer of their personal data
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In this section, you must select or manually enter information (the “Other”
field) on methods for notifying personal data subjects regarding the collection and
transfer of their personal data that are used in your organization (Fig. 13).

6. Measures to ensure the safety and confidentiality of personal data

In this section, you must choose from the proposed options for measures that
are used in your organization to ensure the safety and confidentiality of personal data
(Fig. 14). If your organization has any additional measures that are not listed, you
must manually enter them in the "Other" field.

Note: This section is directly related to Decrees of the Government of the
Kyrgyz Republic No. 760 “On approval of the Requirements for ensuring
the security and protection of personal data during their processing in
personal data information systems, the execution of which ensures the
established levels of personal data security” and No. 762 “On approval of
the Requirements for protection of information contained in the databases
of state information systems” of 2017)

Mepb! no obecneyeHunto CoxpaHH HanbHbIX AaHHbIX (MocTaHoBneHue

MpasuTtenbcTsa Kbiproizckon Pec aHuin Kk obecnederuio GesonacHocTn

U 3auTe nepcoHarnbH AaH

cucremax nepcoHanbHbIX

A3aHHbIX, UCNONHEHNE KOT! x obecneyy eT yCT,

1 33WMLLIEHHOCTHU NEePCOHANbHbIX

AaHHbIX» oT 21 Hosbpa 2017 roga Ne 760 u nbcTBa Koiprbisckon Pecnybnuku

«OB6 yTBepxaeHun TpebosaHuit K 3almTe U ica B Dazax AaHHbIX

Picture 14. Information about arrays of personal data-3

1. Data Processor
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HaumeHosaHue / PUO O6paboTUMK:
OBpaboTunk et S Rl i

KoHTakTHble AaHHble

€ MPEAbIOYILMNA STAN NOATBEPAUTHL PETMCTPALIAIO >

Picture 14. Information about arrays of personal data-4

If your organization does not have a personal data processor, then this section
IS optional.

However, if your organization has a Personal Data Processor, you must enter
the name or full name of the Processor (according to the law, Processors can be legal
entities or individuals), contact details and details of the agreement on the basis of
which the Processor has the right to process personal data held by your organization..

After filling in all the fields of the second stage, you must click on the
"Confirm Registration” button, after which your organization will be assigned a
registration number in the Registry with a fixed time and date of registration. The
next, third stage begins with a corresponding notification (Fig. 16).

All completed stages are saved as a template, which you can adjust later if
necessary.
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Mona oTMeYeHHble 3Be3ao4Koi (*) obAasaTenbHbl ANA 3aN0NHeHUA

Lar 3

BHumaHue Bce 3anonHeHHbIe NaHHbIe Nnepeoro U BTOpOro atana CoxpaHeHbl Bbl MoxeTe
NPOAOIMAWTE NpoUeaypy perictpauld MmN BepHYTeCA K 3aN0NHEHUD NozaHee Takke ecTb
BO3MOXHOCTb KOPPEeKTUPOBKK nonei NnepBoro 1 BTOporo 3tance

Bawwu perucTpalunoHHbIe faHHbIe B Peempe

PernctpaumMoHHbIi HOMep #2-00001

[arta perucTpauum 2022-06-15 21:34:32

Picture 16. Notification about registration

3. List of personal data - Stage 111

At this stage, lists of personal data collected by your organization are
indicated. This can be either standard personal data in a certain sense (name,
date of birth, place of residence), or a special category of personal data
(medical indicators, religious and philosophical beliefs).

Important! All fields where you need to enter data manually must be filled
in with a semicolon (;).

1. List of collected personal data

In this section, you need to choose from the proposed options for personal
data that is being collected in your organization (Fig. 17). If your organization
collects personal data that is not on the list, you must manually enter it in the "Other"
field separated by a semicolon (;). It is also possible to select all the personal data
presented in the list. To do this, click on "Select All" in the right corner of the section.

You also need to choose which special categories of personal data are
collected in your organization (Fig. 18).
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MepeyeHb cooupaeMbIx MepcoHanbHbie AaHHbIe BeiGpare sce

NepCoHanbHbIX AaHHbIX* agpec MeCTOXUTENLCTBa reonokauua
rofl pOXAEHUA [ara poxaeHua
[oxoab! MMYLLECTBEHHOE NONOXEHUe
MECTO POXOEHNA HOMep TenemoHa
o0pasosaHue nacnopTHble AaHHbIE (CEpUa, HOMEDP
nacnopTa, KeM W Koraa BbiaaH)
npodeccus CemelfHoe nonoxeHne
couuanbHoe NonoXeHue ¢hanb! cookie
hamunus, UM, OTYECTBO 3MEKTPOHHAaA novTa

[pyrve nepcoHarnbHble AaHHbie, HE YKa3aHHble B JaHHOM NepeyHe

Picture 17. List of personal data -1

2. Categories or groups of personal data subjects

In this section, you must choose from the proposed options for categories or
groups of subjects whose personal data is collected in your organization (Fig. 18).
For example, in state and municipal authorities it can be an “employee”, while in
commercial organizations it can be a “subscriber” or “borrower”, depending on the
type of services provided. If your organization has other categories or groups of
personal data subjects that are not in the list, you must manually enter them in the
"Other" field separated by a semicolon (;).

CneyuanbHble KaTeropuu nepcoHanbHbIX AaHHbIX

HauuoHanbHaa NPUHaANEXHOCTb nonuTu4ecKue s3amanbl
pacosas NpUHaQNEXHOCTb penurMosHble yoexaeHus
CBEAESHUA MEAULMHCKOro Xapakrepa unocodckue yoexaeHua

[pyrve cneyuanbHble Karteropun NepCoHanbHbiX JaHHbIX, HE YKa3aHHbIE B AaHHOM NepeyHe

UHpopmayuro HeobXo0UMO yKadbieams Yepes moHKy ¢ 3ansmod (;)

Kateropuu unu rpynnsi @0OHEHT BKNag4mK
CyObEeKTOB NepCoHarbHbIX 32EMLUMK 3aKas4uKk
[LaHHBIX* naccaxmp COTPYAHUK/PAGOTHUK

[lpyrve Kateropum unu rpynnbl CyObeKToB NEPCOHaNbHbIE AaHHbIE, HE YKa3aHHbIE B JaHHOM
nepeyHe (MHpopMaumio HeoOXo0AUMO BHOCHTL YEPE3 TOYKY C 3anAToN)

rpaxaade, y4acTeyouue B OTKPbITOM KOHKYPCE ANA 3a4UCNEHUA B pe3epB Kagpos

Picture 18. List of personal data -2

3. Sources of personal data collection
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In this section, you must manually enter (separated by a semicolon)
information about which sources of personal data are used in your organization (Fig.
19). These can be passports, ID-cards, personal personnel records, autobiographies,
social networks, work books, etc.

WcTouHmkm cBopa nacnopT WM UHOW AOKYMEHT, YAOCTOBEPAKLLMA NMUYHOCTD,

NepcoHanbeHbIX AaHHBIX®  TpYAOBaA KHWKKA, YAOCTOBEPEHWE COLManbHOM 3aLUMTLI;
NOKYMEHTbl BOUHCKOTO yyeTa (AnA BOeHHOODA3aHHbIX U Nl
noanexalnx Npu3sbiBy Ha BOEHHYIO CNYKOY); AOKYMeHT 00

Llenu u cnocobel cbopa NPOXOXEHWE rOCYAAPCTBEHHOW CNYXObI W/UNKU Hanm paboTHUKOB
M MCNONb30BaHUA 3a4yuCreHne B pe3epe Kagpos,; HarpaxaeHne BeAOMCTBEHHLIMK
nepcoHanbHbIX AaHHbIX* Harpagamu

« TMPEObIAYILWIA STAMN OTIMNPABUTbL HA PACCMOTPEHUE v

Picture 19. List of personal data -3

4, Purposes and methods of collection and use of personal data

In this section, you must enter manually (separated by a semicolon)
information about what goals are pursued in the process of collecting personal data
(Fig. 19). For state and municipal bodies, for example, the goal is the passage of
state and municipal service. For commercial organizations, the goal may also be to
hire employees, as well as collect personal data for the provision of a certain type of
service (opening current accounts, providing marketing services or issuing discount
cards, etc.).

After completing the third stage, you must click on "Submit for
consideration”. According to the Law of the Kyrgyz Republic "On Personal
Information”, the Holders are obliged to coordinate the list of personal data with the
authorized state body in the field of personal data, that is, with the State Agency for
the Protection of Personal Data under the Cabinet of Ministers of the Kyrgyz
Republic.

4. APPLICATION STATUS

After sending the list of personal data for approval by the Agency, the status
of the application can be found in the "Application Status" section. You can go to
this section by clicking the corresponding button in the upper right corner of the
page. This section contains your registration number, registration date, application
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status and the "View" button, with which you can view the registration form you
completed.

,/,.:\\ 2] v MasHaa ®uU3nyeckum nuwuam }ODHJJMHECKMM nuuam CTaT‘/C 3anBKu
@ : Mopaya 3ansku

PerncrpauvoHHbI HoMep #2-00001

Oara perncrpauum 2022-06-15 21:34:32

Cratyc Ha paccmotpexum

Ccbinka W]

Picture 20. Status of the application ""Under Review"

As indicated in Fig. 20, once submitted, the status will change to: "Under
Review". The term for consideration of an application for approval is 5 working days
from the date of receipt by the Agency.

If the personal data collected by your organization does not contradict the
law, the Agency will agree on the list, and the status of the application will change
to “Agreed” (Fig. 21).
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Picture 21. Request status ""Agreed"

The Agency has the right not to agree on the list of personal data collected
by your organization if any violations of the law are revealed. At the same time, the
Agency will indicate the reason for the refusal as a comment during the approval
procedure. You will receive a comment in the form of a notification in the Registry
or in another way - at the discretion of the Agency.
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